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前  言

本文件按照GB/T 1.1—2020《标准化工作导则 第1部分：标准化文件的结构和起草规则》的规定起草。

本文件由全国信息安全标准化技术委员会（SAC/TC 260）提出并归口。

本文件起草单位：中国电子技术标准化研究院、阿里云计算有限公司、华为技术有限公司、联想（北京）有限公司、中国平安保险（集团）股份有限公司、深信服科技有限公司、国家互联网应急中心、中国网络安全审查技术与认证中心、北京赛西科技发展有限责任公司、北京北信源软件股份有限公司、北京山石网科信息技术有限公司、北京安信天行科技有限公司、阿里巴巴（北京）软件服务有限公司、新华三技术有限公司、国网区块链科技（北京）有限公司、北京天融信科技有限公司。

本文件主要起草人：孙彦、赵波、刘贤刚、张大江、樊洞阳、李汝鑫、赵江、叶润国、朱雪峰、任泽君、钟力、赵晓溢、毛力霞、彭晋、万晓兰、申永波、王博、杨珂、杨剑。

信息安全技术 信息技术产品供应链安全要求

1. 范围

本文件规定了信息技术产品供应方和需求方应满足的供应链基本安全要求。

本文件适用于政务信息系统、关键信息基础设施的信息技术产品供应链安全管理活动，也可为其他信息系统的供应链安全管理活动提供参考。

1. 规范性引用文件

下列文件中的内容通过文中的规范性引用而构成本文件必不可少的条款。其中，注日期的引用文件，仅该日期对应的版本适用于本文件；不注日期的引用文件，其最新版本（包括所有的修改单）适用于本文件。

GB/T 32921—2016 信息安全技术 信息技术产品供应方行为安全准则

GB/T 36637—2018 信息安全技术 ICT供应链安全风险管理指南

1. 术语和定义

GB/T 32921—2016、GB/T 36637—2018界定的以及下列术语和定义适用于本文件。

1.

信息技术产品 information technology product

具有采集、存储、处理、传输、控制、交换、显示数据或信息功能的硬件、软件、系统和服务。

注：本文件中信息技术产品主要包括核心网络设备、高性能计算机和服务器、大容量存储设备、大型数据库和应用软件、网络安全设备、云计算服务，以及其他对政务信息系统、关键信息基础设施安全有重要影响的信息技术产品。

[来源：GB/T 32921－2016，定义3.1，有修改]

1.

需求方 acquirer

获取信息技术产品的组织。

注：本文件中需求方主要包括政府部门和关键信息基础设施运营者。

[来源：GB/T 36637－2018，定义3.1，有修改]

1.

供应方 supplier

提供信息技术产品的组织。

注：供应方主要包括信息技术产品供应商、服务提供商、系统集成商、生产商、销售商、代理商等。

[来源：GB/T 36637－2018，定义3.2，有修改]

1.

信息技术产品供应链 information technology product supply chain

通过资源和过程将需求方、供应方相互链接的网链结构，用于将信息技术产品提供给需求方。

[来源：GB/T 36637－2018，定义3.4，有修改]

1. 基本安全要求

4.1 供应方安全要求

供应方应：

1. 声明不会通过在信息技术产品中设置后门，或利用提供产品的便利条件非法获取用户数据、控制和操纵用户系统和设备，不会利用需求方对信息技术产品的依赖性谋取不正当利益，不会出于市场竞争的需要强迫需求方对信息技术产品进行升级或更新换代。
2. 承诺发现信息技术产品存在安全缺陷、漏洞等风险时，立即采取补救措施，包括但不限于漏洞修复、安全替代方案等，并及时通知合作伙伴和需求方。
3. 对信息技术产品研发、制造过程中涉及的外国实体拥有或控制的技术专利和知识产权，获得十年以上授权。
4. 按照GB/T 36637-2018要求开展供应链安全风险评估。
5. 建立并实施信息技术产品安全开发流程，明确开发管理要求、安全控制措施和人员行为准则等。
6. 制定所采购的信息技术产品及部件的可追溯性策略，记录并保留信息技术产品及部件的原产地、原供应方等相关信息。
7. 建立并实施规范的生产流程，采用访问控制、完整性和一致性校验等措施保障信息技术产品关键生产环节的安全，并对信息技术产品及部件进行唯一标识。
8. 制定物流服务供应方、物流路线的安全策略，记录和保留信息技术产品及部件的仓储、运输和交付等状态。
9. 在规定或者与需求方约定的期限内，不应终止提供安全维护；在需求方授权的范围内开展运行维护工作，保障信息技术产品运行维护过程中的数据安全，防止数据泄露、篡改、损毁，未经需求方同意不得向他人提供数据或将数据用于除运行维护以外的目的。
10. 提供中文版运行维护、二次开发等技术资料。

4.2 需求方安全要求

需求方应：

1. 通过采购文件、协议等要求供应方符合4.1的要求。
2. 建立和维护合格供应方目录，目录中的供应方应没有出现因政治、外交、贸易等因素中断信息技术产品、芯片等元器件、材料供应，停止软件授权、升级或技术支持服务的先例。
3. 从多个国家或地区获得信息技术产品及其部件，确保来源具有多样性。
4. 定期评估信息技术产品供应中断、停止授权、拒绝提供产品升级或技术支持服务的风险，确保供应链弹性；在约定的期限内，要求供应方提供信息技术产品供应链安全风险评估报告。

参 考 文 献
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